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Important subjective

Lec 23 - Physical Record and De-normalization

1. What is physical record in database design?
Ans: Physical record refers to the way the data is stored on the storage devices like hard disks, 
CDs, or tapes. It specifies the number of bytes allocated to store each field or attribute of a 
table, the order in which the fields are stored, and the format of each field.

What is denormalization in database design?
Ans: Denormalization is a technique used in database design to improve query performance by 
adding redundant data to one or more tables. It is used in situations where there is a need for 
faster read performance than write performance.

What are the advantages of denormalization?
Ans: The advantages of denormalization include faster read performance, reduced complexity 
of queries, and improved query response time. It also eliminates the need for expensive joins 
and can improve the efficiency of data retrieval operations.

What are the disadvantages of denormalization?
Ans: The disadvantages of denormalization include increased storage space, increased 
complexity of data maintenance, and increased risk of data inconsistencies due to redundant 
data.

What is a materialized view?
Ans: A materialized view is a database object that contains the results of a query. It is a 
precomputed table that stores the results of a query so that the data can be retrieved more 
quickly.

What is indexing in database design?
Ans: Indexing is a technique used in database design to improve query performance. It involves 
creating a separate data structure that allows faster access to data based on certain criteria.

What is clustering in database design?
Ans: Clustering is a technique used in database design to improve query performance by 
physically grouping related data together on disk.

What is partitioning in database design?
Ans: Partitioning is a technique used in database design to improve query performance by 
dividing a large table into smaller, more manageable pieces called partitions.

What is compression in database design?
Ans: Compression is a technique used in database design to reduce the size of data stored on 



disk. It involves encoding data in a more compact format so that it takes up less space.

What is backup and recovery in database design?
Ans: Backup and recovery is a technique used in database design to protect data from loss or 
corruption. It involves making copies of the data and storing them in a secure location so that 
they can be restored in case of data loss or corruption.



Lec 24 - Vertical Partitioning

1. What is Vertical Partitioning in database design?
Vertical partitioning is the process of splitting a table into smaller sub-tables based on columns. 
Each sub-table contains a subset of the original table columns.

What are the benefits of vertical partitioning?
Vertical partitioning can improve performance by reducing the amount of data read from disk, 
increasing cache efficiency, and reducing contention for table-level locks. It can also simplify 
queries by reducing the number of columns that need to be accessed.

What are the drawbacks of vertical partitioning?
Vertical partitioning can make it more difficult to perform certain queries that involve multiple 
sub-tables. It can also increase the complexity of the database schema and make it more 
difficult to maintain.

How do you decide which columns to partition vertically?
The decision of which columns to partition vertically depends on the access patterns of the 
application. Columns that are frequently accessed together should be placed in the same sub-
table to improve performance.

How do you implement vertical partitioning in a database?
Vertical partitioning can be implemented using a variety of techniques, including partitioned 
views, table inheritance, or custom partitioning schemes implemented in the application layer.

What is table inheritance in vertical partitioning?
Table inheritance is a technique in which a set of related tables share a common set of 
columns, with each table containing additional columns that are specific to that table.

How can you measure the performance impact of vertical partitioning?
The performance impact of vertical partitioning can be measured by comparing the execution 
time of queries against the original table to the execution time of queries against the partitioned 
tables.

How does vertical partitioning differ from horizontal partitioning?
Vertical partitioning involves splitting a table into smaller sub-tables based on columns, while 
horizontal partitioning involves splitting a table into smaller sub-tables based on rows.

What are some common use cases for vertical partitioning?
Vertical partitioning is commonly used in databases with large tables that are frequently queried, 
such as transactional systems or data warehouses.

What are some best practices for implementing vertical partitioning?
Best practices for implementing vertical partitioning include analyzing the access patterns of the 
application, using a consistent partitioning strategy, and maintaining referential integrity across 
partitioned tables.



Lec 25 - Rules of SQL Format

1. What is SQL? Explain the different components of SQL.
Answer: SQL stands for Structured Query Language, it is used to manage relational databases. 
The different components of SQL include Data Definition Language (DDL), Data Manipulation 
Language (DML), Data Control Language (DCL), and Transaction Control Language (TCL).

Define the term ‘Schema’ in SQL.
Answer: A Schema in SQL is a logical container for a database that allows users to logically 
group the objects such as tables, views, indexes, etc. It is a collection of database objects, 
including tables, indexes, and views.

What is a subquery in SQL?
Answer: A subquery is a query that is nested inside another SQL statement. It is also known as 
an inner query, and it is usually placed inside a parenthesis.

What is a view in SQL?
Answer: A view is a virtual table that is based on the result of an SQL statement. Views are not 
physical tables; they are derived from one or more tables or views.

What is a trigger in SQL?
Answer: A trigger in SQL is a set of SQL statements that are executed automatically in 
response to a specified event. A trigger can be used to implement a variety of actions, such as 
inserting, updating, or deleting data in a table.

What is normalization in SQL?
Answer: Normalization in SQL is the process of organizing data in a database so that data is 
stored in the most efficient way possible. The main objective of normalization is to minimize data 
redundancy and improve data integrity.

What is a primary key in SQL?
Answer: A primary key in SQL is a column or set of columns in a table that uniquely identifies 
each row in the table. The primary key can be a single column or a combination of columns.

What is a foreign key in SQL?
Answer: A foreign key in SQL is a column or set of columns in a table that refers to the primary 
key of another table. It is used to establish a relationship between two tables.

What is the difference between WHERE and HAVING clause in SQL?
Answer: The WHERE clause is used to filter records before they are grouped, while the 
HAVING clause is used to filter records after they have been grouped.

What is an index in SQL?
Answer: An index in SQL is a data structure that is used to improve the speed of data retrieval 
operations on a table. It is similar to an index in a book that allows you to quickly find 
information. An index is created on one or more columns of a table.



Lec 26 - Categories of SQL Commands

1. What is the purpose of Data Definition Language (DDL) commands in SQL?
Answer: DDL commands are used to define and modify database objects such as tables and 
indexes.

Give an example of a DDL command in SQL.
Answer: CREATE TABLE is an example of a DDL command in SQL.

What is the purpose of Data Manipulation Language (DML) commands in SQL?
Answer: DML commands are used to manipulate data in database objects such as tables.

Give an example of a DML command in SQL.
Answer: SELECT is an example of a DML command in SQL.

What is the purpose of Data Control Language (DCL) commands in SQL?
Answer: DCL commands are used to control access to the database.

Give an example of a DCL command in SQL.
Answer: GRANT is an example of a DCL command in SQL.

What is the purpose of Transaction Control Language (TCL) commands in SQL?
Answer: TCL commands are used to manage transactions and ensure data consistency.

Give an example of a TCL command in SQL.
Answer: COMMIT is an example of a TCL command in SQL.

What is the difference between a DDL and a DML command in SQL?
Answer: DDL commands are used to define and modify database objects, while DML 
commands are used to manipulate data in those objects.

What is the difference between a DCL and a TCL command in SQL?
Answer: DCL commands are used to control access to the database, while TCL commands are 
used to manage transactions and ensure data consistency.



Lec 27 - Alter Table Statement

1. What is the ALTER TABLE statement used for in SQL?
Answer: The ALTER TABLE statement is used to modify the structure of an existing table in 
SQL.

How do you add a new column to an existing table using the ALTER TABLE statement?
Answer: You can add a new column to an existing table using the ALTER TABLE statement 
with the ADD keyword followed by the column name and data type.

Can you modify the data type of an existing column using the ALTER TABLE statement?
Answer: Yes, you can modify the data type of an existing column using the ALTER TABLE 
statement with the MODIFY keyword followed by the column name and new data type.

How do you delete a column from an existing table using the ALTER TABLE statement?
Answer: You can delete a column from an existing table using the ALTER TABLE statement 
with the DROP keyword followed by the column name.

How do you rename an existing table using the ALTER TABLE statement?
Answer: You can rename an existing table using the ALTER TABLE statement with the 
RENAME keyword followed by the new table name.

What is a primary key constraint and how do you set it using the ALTER TABLE 
statement?
Answer: A primary key constraint is a unique identifier for a row in a table. You can set a 
primary key constraint using the ALTER TABLE statement with the ADD keyword followed by 
the PRIMARY KEY keyword and the column name.

What is a foreign key constraint and how do you add it to an existing table using the 
ALTER TABLE statement?
Answer: A foreign key constraint is used to link two tables together based on a common column. 
You can add a foreign key constraint to an existing table using the ALTER TABLE statement 
with the ADD keyword followed by the FOREIGN KEY keyword and the column name.

What is a unique constraint and how do you set it using the ALTER TABLE statement?
Answer: A unique constraint ensures that each value in a column is unique. You can set a 
unique constraint using the ALTER TABLE statement with the ADD keyword followed by the 
UNIQUE keyword and the column name.

What is a check constraint and how do you add it to an existing table using the ALTER 
TABLE statement?
Answer: A check constraint is used to ensure that the values in a column meet a certain 
condition. You can add a check constraint to an existing table using the ALTER TABLE 
statement with the ADD keyword followed by the CHECK keyword and the condition.

Can you modify the name of an existing column using the ALTER TABLE statement?
Answer: Yes, you can modify the name of an existing column using the ALTER TABLE 
statement with the MODIFY keyword followed by the column name and the new name.



Lec 28 - Attribute Allias

1. What is attribute aliasing and why is it important to manage it effectively?
Answer: Attribute aliasing refers to the practice of giving multiple names to the same attribute in 
a database. It is important to manage it effectively to ensure consistency and accuracy in data 
analysis, and to avoid confusion and errors when querying data.

What are some potential risks of attribute aliasing?
Answer: Some potential risks of attribute aliasing include inaccurate data analysis, data 
integration failure, and reduced data quality.

How can attribute aliases be managed effectively?
Answer: Attribute aliases can be managed effectively by defining standard attribute names and 
enforcing them, documenting attribute aliases, and ensuring consistency in their usage.

What is the role of data governance in managing attribute aliases?
Answer: The role of data governance in managing attribute aliases is to document attribute 
aliases and enforce consistency to ensure data accuracy and integrity.

Can attribute aliases be beneficial in some cases? If so, give an example.
Answer: Yes, attribute aliases can be beneficial in some cases. For example, if an attribute has 
a long and complex name, it can be useful to give it a shorter and more descriptive alias for 
easier querying.

What is the difference between an alias and a synonym?
Answer: An alias is a name given to an attribute, while a synonym is a name given to a table or 
view.

How can inconsistent attribute aliases affect data analysis?
Answer: Inconsistent attribute aliases can cause confusion and errors when querying data, 
leading to inaccurate data analysis.

Can attribute aliases be automatically generated? If so, how?
Answer: Yes, attribute aliases can be automatically generated using algorithms that generate 
short, unique and meaningful names based on the attribute's characteristics.

How can data quality be affected by attribute aliasing?
Answer: Data quality can be affected by attribute aliasing if different aliases are used for the 
same attribute, leading to inconsistency and inaccuracy in data analysis.

What are some best practices for managing attribute aliases?
Answer: Best practices for managing attribute aliases include defining standard attribute names 
and enforcing them, documenting attribute aliases, ensuring consistency in their usage, and 
providing training and education to data users on their proper use.



Lec 29 - Data Manipulation Language

1. What is Data Manipulation Language (DML)?
Answer: Data Manipulation Language (DML) is a subset of SQL used to manipulate data stored 
in relational databases. It includes commands like SELECT, INSERT, UPDATE, and DELETE, 
which allow users to retrieve, add, modify, and delete data from tables.

What is the purpose of the SELECT command in DML?
Answer: The SELECT command is used to retrieve data from a table in a database. It allows 
users to specify the columns and rows they want to retrieve and can be used to filter and sort 
data based on specific criteria.

What is the purpose of the INSERT command in DML?
Answer: The INSERT command is used to add new data to a table in a database. It allows 
users to specify the values they want to add for each column and can be used to add a single 
row or multiple rows at once.

What is the purpose of the UPDATE command in DML?
Answer: The UPDATE command is used to modify existing data in a table in a database. It 
allows users to change the values of one or more columns for one or more rows based on 
specific criteria.

What is the purpose of the DELETE command in DML?
Answer: The DELETE command is used to remove data from a table in a database. It allows 
users to delete one or more rows based on specific criteria.

What is a join in SQL used in DML?
Answer: A join in SQL is used to combine data from two or more tables based on a common 
column or set of columns. Joins are used in DML to retrieve data from multiple tables at once.

What is the purpose of the WHERE clause in DML?
Answer: The WHERE clause is used to filter data based on specific criteria in DML commands 
like SELECT, UPDATE, and DELETE. It allows users to specify conditions that must be met for 
rows to be included in the output.

What is the purpose of the ORDER BY clause in DML?
Answer: The ORDER BY clause is used to sort data in ascending or descending order based on 
specific columns in DML commands like SELECT. It allows users to control the order in which 
data is displayed in the output.

What is the purpose of the GROUP BY clause in DML?
Answer: The GROUP BY clause is used to group data based on specific columns in DML 
commands like SELECT. It allows users to aggregate data and perform calculations like 
counting, summing, and averaging.

What is the purpose of the HAVING clause in DML?
Answer: The HAVING clause is used to filter data based on specific criteria in DML commands 
that use the GROUP BY clause. It allows users to specify conditions that must be met for 
groups of rows to be included in the output.



Lec 30 - ORDER BY Clause

1. What is the purpose of the ORDER BY clause in SQL?
Answer: The ORDER BY clause is used to sort data in ascending or descending order based on 
specific columns in the result set.

Can the ORDER BY clause be used with the SELECT statement?
Answer: Yes, the ORDER BY clause can be used with the SELECT statement.

How can you sort data in descending order using the ORDER BY clause?
Answer: You can use the DESC keyword with the ORDER BY clause to sort data in descending 
order.

Can you use multiple columns in the ORDER BY clause?
Answer: Yes, you can use multiple columns in the ORDER BY clause to sort data based on 
multiple columns.

What is the default sorting order used by the ORDER BY clause in SQL?
Answer: The default sorting order used by the ORDER BY clause in SQL is ascending order.

What is the purpose of the NULLS FIRST keyword in the ORDER BY clause?
Answer: The NULLS FIRST keyword is used in the ORDER BY clause to sort NULL values first 
in the result set.

Can you use an alias name in the ORDER BY clause?
Answer: Yes, you can use an alias name in the ORDER BY clause to sort data based on the 
alias name.

What is the difference between the ORDER BY clause and the GROUP BY clause?
Answer: The ORDER BY clause is used to sort data in ascending or descending order, while 
the GROUP BY clause is used to group data based on specific columns.

How can you sort data based on a column number instead of the column name in the 
ORDER BY clause?
Answer: You can use the column number instead of the column name in the ORDER BY clause 
by specifying the column number after the SELECT keyword.

Can you use a subquery in the ORDER BY clause?
Answer: No, you cannot use a subquery in the ORDER BY clause.



Lec 31 - Inner Join

1. What is an Inner Join in SQL?
Answer: An Inner Join is a type of join in SQL that selects only the rows from two tables that 
have matching values in both tables.

What is the syntax for an Inner Join?
Answer: The syntax for an Inner Join is "SELECT columns FROM table1 INNER JOIN table2 
ON table1.column = table2.column".

What is the difference between an Inner Join and a Left Join?
Answer: An Inner Join returns only the rows with matching values in both tables, while a Left 
Join returns all the rows from the left table and matching rows from the right table.

Can an Inner Join result in NULL values?
Answer: No, an Inner Join does not result in NULL values because it only returns rows with 
matching values in both tables.

What happens if there are duplicate values in the matching columns of an Inner Join?
Answer: All rows with duplicate values in the matching columns are returned in the Inner Join.

What is the purpose of the ON keyword in an Inner Join?
Answer: The ON keyword is used in an Inner Join to specify the columns to join on.

Can more than two tables be used in an Inner Join?
Answer: Yes, an Inner Join can be performed on more than two tables by joining one table at a 
time.

What is the result if there are no matching values in either table in an Inner Join?
Answer: If there are no matching values in either table, then no rows are returned in the Inner 
Join.

What is the difference between an Inner Join and a Full Outer Join?
Answer: An Inner Join returns only the rows with matching values in both tables, while a Full 
Outer Join returns all rows from both tables, including those with NULL values.

What is the order of tables in an Inner Join?
Answer: The order of tables in an Inner Join does not matter.



Lec 32 - Application Programs

1. What are application programs?
Answer: Application programs, also known as software or applications, are computer programs 
that are designed to perform specific tasks or functions for users.

What are some examples of word processing software?
Answer: Examples of word processing software include Microsoft Word, Google Docs, and 
Apple Pages.

What is the purpose of spreadsheet software?
Answer: Spreadsheet software is designed to manage and organize data in a table format for 
analysis or calculations.

What is the difference between open-source and proprietary software?
Answer: Open-source software is software whose source code is available to the public, while 
proprietary software is software whose source code is not available to the public.

What is presentation software used for?
Answer: Presentation software is used for creating and delivering presentations, typically in a 
slideshow format.

What is database software used for?
Answer: Database software is used for managing and organizing data in a structured format.

What are some examples of multimedia software?
Answer: Examples of multimedia software include video editing software, audio editing software, 
and media players.

What is the difference between a web browser and a search engine?
Answer: A web browser is software used for accessing and displaying content on the internet, 
while a search engine is a tool used for finding specific content on the internet.

What are some examples of educational software?
Answer: Examples of educational software include learning management systems, language 
learning software, and typing tutors.

How do application programs differ from system software?
Answer: Application programs are designed to perform specific tasks or functions for users, 
while system software is designed to manage and control the computer hardware and other 
software programs.



Lec 33 - Designing Input Form

1. What are the key elements of a well-designed input form?
Answer: A well-designed input form should have clear labels, appropriate field size and spacing, 
validation and error messages, and be optimized for accessibility and mobile devices. It should 
also have security measures to protect user data.

How can you ensure that an input form is user-friendly?
Answer: You can ensure that an input form is user-friendly by following interface design 
principles, such as simplicity, clarity, and consistency. It should be easy to understand and use, 
with clear instructions and guidance.

What is the purpose of validation in an input form?
Answer: The purpose of validation in an input form is to ensure that users enter data in the 
correct format. This helps to improve the accuracy of data collection and prevent errors.

Why is it important to optimize an input form for mobile devices?
Answer: It is important to optimize an input form for mobile devices because a significant 
proportion of users access the internet through mobile devices. Mobile optimization improves 
usability and accessibility, which can lead to increased user engagement and higher conversion 
rates.

How can you ensure that an input form is secure?
Answer: You can ensure that an input form is secure by implementing security measures, such 
as encryption and authentication. This helps to protect user data from unauthorized access and 
malicious attacks.

What is the purpose of error messages in an input form?
Answer: The purpose of error messages in an input form is to inform users of errors and provide 
guidance on how to correct them. This helps to improve the accuracy of data collection and 
prevent user frustration.

How can you optimize an input form for accessibility?
Answer: You can optimize an input form for accessibility by providing keyboard accessibility, 
ensuring color contrast and font size meet accessibility guidelines, and providing alternative text 
for images.

What is the benefit of using clear labels in an input form?
Answer: Clear labels in an input form help users understand what data is required and in what 
format. This improves the user experience and reduces the likelihood of errors.

Why is it important to follow interface design principles when designing an input form?
Answer: It is important to follow interface design principles when designing an input form 
because they ensure that the form is easy to use, understand, and navigate. This leads to a 
better user experience and improved data collection.

How can you ensure that an input form is optimized for fast loading times?
Answer: You can ensure that an input form is optimized for fast loading times by reducing the 
number of form fields and using optimized images and code. Minimizing HTTP requests and 
compressing files can also improve loading times.





Lec 34 - Data Storage Concepts

1. What is a database management system?
A database management system (DBMS) is a software system that allows users to create, 
modify, and manage databases.

What is a data structure?
A data structure is a way of organizing data so that it can be accessed and manipulated 
efficiently.

What is cloud storage?
Cloud storage is a type of data storage that allows users to store their data on remote servers, 
which can be accessed via the internet.

What is block storage?
Block storage is a type of data storage that divides data into fixed-sized blocks and stores them 
separately.

What is backup and recovery?
Backup and recovery is the process of creating copies of data and storing them in a separate 
location to protect against data loss, and restoring data from those copies in the event of a data 
loss.

What is RAID?
RAID (redundant array of independent disks) is a technology that uses multiple disks to create a 
single logical storage unit, with the aim of improving performance and/or data redundancy.

What is object storage?
Object storage is a type of data storage that stores data as objects, with each object having its 
own unique identifier and metadata.

What is tape storage?
Tape storage is a type of data storage that uses magnetic tape to store data, typically used for 
backup and archival purposes.

What is primary storage?
Primary storage, also known as main memory or RAM, is the area in a computer where data is 
temporarily stored while the computer is in use.

What is data security?
Data security refers to the measures taken to protect data from unauthorized access, use, 
disclosure, disruption, modification, or destruction.



Lec 35 - File Organizations

1. What is file organization?
Answer: File organization refers to the way data is arranged and stored in a computer system.

What are the advantages of sequential file organization?
Answer: Sequential file organization is simple and requires the least amount of storage space.

What are the disadvantages of sequential file organization?
Answer: Sequential file organization is not suitable for storing data that needs to be accessed 
randomly.

What is direct file organization?
Answer: Direct file organization allows data to be accessed using its physical location on the 
storage medium.

What is indexed file organization?
Answer: Indexed file organization allows data to be accessed using a key value.

What are the advantages of indexed file organization?
Answer: Indexed file organization allows for faster access to data and supports both sequential 
and random access.

What are the disadvantages of indexed file organization?
Answer: Indexed file organization requires more storage space compared to sequential file 
organization.

What is hashed file organization?
Answer: Hashed file organization allows for faster access to data by using a hash function.

What are the advantages of hashed file organization?
Answer: Hashed file organization provides the fastest access to data and requires less storage 
space compared to indexed file organization.

What are the disadvantages of hashed file organization?
Answer: Hashed file organization is more complex and requires additional processing time to 
compute hash values.



Lec 36 - Hashing

1. What is the purpose of hashing?
Answer: The purpose of hashing is to convert data into a fixed-length value or key that 
represents the original data. It is used for various applications, such as data encryption, 
password storage, and digital signatures.

How does a hash function work?
Answer: A hash function takes an input (such as a password or data file) and produces a fixed-
length output (the hash value) based on the input data. The hash function is designed to be 
one-way, meaning that it is computationally infeasible to reverse the process and obtain the 
original data from the hash value.

What is a hash collision?
Answer: A hash collision occurs when two different inputs produce the same hash output. This 
can be a security risk in certain applications, such as password storage, as it can allow an 
attacker to access sensitive data.

What is a salt in the context of password hashing?
Answer: A salt is a random value that is added to a password before it is hashed. This helps to 
prevent hash collisions and makes it more difficult for an attacker to crack the password through 
brute force attacks.

What are some common hash algorithms?
Answer: Some common hash algorithms include MD5, SHA-1, SHA-256, and SHA-3.

What is a rainbow table?
Answer: A rainbow table is a precomputed table of hash values and corresponding input data. It 
can be used to crack passwords by comparing the hash value of a password to the values in the 
table to determine the original password.

What is a hash function collision attack?
Answer: A hash function collision attack is a type of attack in which an attacker tries to create 
two different inputs that produce the same hash output. This can be used to circumvent security 
measures such as digital signatures.

What is the difference between a cryptographic hash function and a non-cryptographic 
hash function?
Answer: A cryptographic hash function is designed specifically for security applications and is 
much more difficult to reverse than a non-cryptographic hash function. Non-cryptographic hash 
functions are used for other applications such as data indexing and searching.

What is the birthday attack in the context of hash functions?
Answer: The birthday attack is a type of attack in which an attacker tries to find two different 
inputs that produce the same hash output. The name comes from the statistical probability of 
two people in a room having the same birthday.

What is a hash tree?
Answer: A hash tree is a data structure that uses hash functions to create a hierarchical 
representation of data. This can be used for efficient storage and verification of large datasets.





Lec 37 - Index

1. What is an index in a database?
Answer: An index in a database is a data structure used to improve data retrieval performance 
by allowing quick access to specific data items based on a specific attribute or key value.

How does indexing improve the performance of data retrieval operations?
Answer: Indexing creates a data structure that organizes data in a specific way, allowing for 
faster search and retrieval of specific data items based on a particular attribute or key value.

What is a primary key index in a database?
Answer: A primary key index in a database is an index that includes only unique values of a 
particular column and is used to ensure data consistency and integrity.

What is a clustered index in a database?
Answer: A clustered index in a database is an index that stores data in a specific order based 
on a particular column, allowing for fast retrieval of data in that order.

What is a non-clustered index in a database?
Answer: A non-clustered index in a database is an index that includes only unique values of a 
particular column and is used to speed up data retrieval operations for non-clustered queries.

What is an inverted index used for?
Answer: An inverted index is used in search engines to speed up data retrieval by storing a list 
of documents that contain each word in a document collection.

What is a file system index?
Answer: A file system index is a data structure used to speed up data retrieval operations in file 
systems by allowing quick access to specific files based on attributes like file name, date, and 
size.

How does indexing affect database storage requirements?
Answer: Indexing increases database storage requirements, as indexes must be stored 
alongside the data they index.

What is a hash index used for?
Answer: A hash index is used in databases to speed up data retrieval operations by storing a 
hash value for each data item based on its key value.

What are some common challenges associated with indexing large data sets?
Answer: Some common challenges associated with indexing large data sets include increased 
storage requirements, slower insert and update operations, and the need for periodic index 
maintenance to ensure data consistency and integrity.



Lec 38 - Ordered Indices

1. What is an ordered index in a database?
Answer: An ordered index is a type of index used to store data in a specific order based on one 
or more columns. This allows for faster retrieval of data based on the order of the index.

How are ordered indices implemented in a database?
Answer: Ordered indices can be implemented using a B-tree or a similar data structure.

What is a primary key index in a database?
Answer: A primary key index is an index that includes only unique values of a particular column 
and is used to enforce the uniqueness constraint on that column.

What is a clustered index in a database?
Answer: A clustered index is an index that stores data in a specific order based on a particular 
column, allowing for fast retrieval of data in that order.

What is the difference between a clustered index and a non-clustered index?
Answer: A clustered index stores data in a specific order, while a non-clustered index does not. 
Non-clustered indexes are used to speed up data retrieval operations for non-clustered queries.

How do ordered indices improve query performance?
Answer: Ordered indices allow for faster retrieval of data based on the order of the index, 
making it useful for range queries and sorting operations.

What is the downside of using too many ordered indices in a database?
Answer: Using too many ordered indices can increase storage requirements and slow down 
insert and update operations.

Can multiple ordered indices be created on the same table in a database?
Answer: Yes, multiple ordered indices can be created on the same table in a database.

What is a composite index in a database?
Answer: A composite index is an index that is based on multiple columns.

How can index fragmentation affect database performance?
Answer: Index fragmentation can slow down data retrieval operations, making it important to 
regularly defragment and maintain ordered indices.



Lec 39 - Introduction to Views

1. What is a view in a database, and how is it different from a table?
Answer: A view is a virtual table in a database that displays a subset of data from one or more 
tables. It differs from a table in that it does not actually store any data, but rather is created by 
defining a SELECT statement as a table.

How can a view be used to simplify complex queries in a database?
Answer: Views can be used to simplify complex queries by allowing users to define a SELECT 
statement that retrieves only the data they need, rather than having to write a more complex 
query that retrieves data from multiple tables.

What is the purpose of creating a view in a database, and how can it improve security?
Answer: The purpose of creating a view in a database is to display a subset of data from one or 
more tables. Views can improve security by allowing users to access only the data they are 
authorized to see.

Can a view be used to enforce data constraints in a database?
Answer: No, views cannot be used to enforce data constraints in a database.

How can a view be modified in a database?
Answer: A view can be modified in a database using the ALTER VIEW statement.

Can a view be used in a JOIN operation in a database?
Answer: Yes, views can be used in JOIN operations in a database.

What is the difference between a simple view and a complex view in a database?
Answer: A simple view is a view that is created from a single table, while a complex view is 
created from multiple tables.

How can a view improve performance in a database?
Answer: Views can improve performance by reducing the amount of data that needs to be 
retrieved from the database, and by simplifying complex queries.

Can a view be dropped in a database, and if so, how?
Answer: Yes, a view can be dropped in a database using the DROP VIEW statement.

How does the use of views affect database design and development?
Answer: Views can impact database design and development by allowing for a more modular 
approach, where complex queries are encapsulated in views that can be easily reused and 
modified.



Lec 40 - Introduction to Views part-2

1. What is a view in a database, and how is it different from a table?
Answer: A view is a virtual table in a database that displays a subset of data from one or more 
tables. It differs from a table in that it does not actually store any data, but rather is created by 
defining a SELECT statement as a table.

How can a view be used to simplify complex queries in a database?
Answer: Views can be used to simplify complex queries by allowing users to define a SELECT 
statement that retrieves only the data they need, rather than having to write a more complex 
query that retrieves data from multiple tables.

What is the purpose of creating a view in a database, and how can it improve security?
Answer: The purpose of creating a view in a database is to display a subset of data from one or 
more tables. Views can improve security by allowing users to access only the data they are 
authorized to see.

Can a view be used to enforce data constraints in a database?
Answer: No, views cannot be used to enforce data constraints in a database.

How can a view be modified in a database?
Answer: A view can be modified in a database using the ALTER VIEW statement.

Can a view be used in a JOIN operation in a database?
Answer: Yes, views can be used in JOIN operations in a database.

What is the difference between a simple view and a complex view in a database?
Answer: A simple view is a view that is created from a single table, while a complex view is 
created from multiple tables.

How can a view improve performance in a database?
Answer: Views can improve performance by reducing the amount of data that needs to be 
retrieved from the database, and by simplifying complex queries.

Can a view be dropped in a database, and if so, how?
Answer: Yes, a view can be dropped in a database using the DROP VIEW statement.

How does the use of views affect database design and development?
Answer: Views can impact database design and development by allowing for a more modular 
approach, where complex queries are encapsulated in views that can be easily reused and 
modified.



Lec 41 - Updating Multiple Tables

1. What is the purpose of updating multiple tables in a database, and when is it necessary?
Answer: The purpose of updating multiple tables in a database is to ensure data consistency 
and avoid errors. It is necessary when there are relationships between tables and updates to 
one table may affect data in other related tables.

How do you update data in multiple tables using an SQL join statement?
Answer: To update data in multiple tables using an SQL join statement, you need to specify the 
tables you want to update and join them based on a matching column. Then, you can use the 
SET keyword to update the relevant columns in each table.

What is a foreign key constraint, and how is it used when updating multiple tables?
Answer: A foreign key constraint is a database feature that ensures that data in one table 
matches data in another table. When updating multiple tables, foreign key constraints can be 
used to maintain data integrity by ensuring that updated data in one table matches 
corresponding data in related tables.

What are some best practices to follow when updating data in multiple tables?
Answer: Some best practices to follow when updating data in multiple tables include backing up 
the database before making any changes, testing updates on a small sample of data first, using 
transactions to ensure all changes are made together, and updating tables in a specific order to 
maintain data consistency.

Can you update data in multiple tables without using a join statement? If so, what are 
some potential issues with this approach?
Answer: Yes, it is possible to update data in multiple tables without using a join statement. 
However, this approach can lead to inconsistent data and potential data loss. Without a join 
statement, updates to one table may not be reflected in related tables, leading to 
inconsistencies in the database.

What is a correlated subquery, and how can it be used to update data in multiple tables?
Answer: A correlated subquery is a type of subquery that uses data from the outer query to filter 
data in the inner query. This type of subquery can be used to update data in one table based on 
values in another related table.

What is an SQL transaction, and how can it be used when updating data in multiple 
tables?
Answer: An SQL transaction is a sequence of database operations that must be executed 
together as a single unit of work. When updating data in multiple tables, transactions can be 
used to ensure that all changes are made together, or that none of the changes are made if 
there is an error.

When updating data in multiple tables, why is it important to carefully plan and test your 
update queries?
Answer: It is important to carefully plan and test update queries when updating data in multiple 
tables to avoid unintended consequences, such as data loss or corruption. Effective updating of 
multiple tables requires a solid understanding of database design, SQL syntax, and data 
relationships.

What are some potential risks associated with updating data in multiple tables?
Answer: Some potential risks associated with updating data in multiple tables include data 



inconsistencies, data loss, corruption of data, and poor performance. These risks can be 
mitigated by following best practices and testing updates thoroughly before executing them.

What is the difference between an inner join and an outer join, and when would you use 
each type of join when updating data in multiple tables?
Answer: An inner join returns only the matching rows from both tables, while an outer join 
returns all rows from one table and matching rows from the other table, even if there is no 
match. When updating data in multiple tables, you would use an inner join to update only 
matching rows, and an outer join to update all rows from one table and matching rows from the 
other table.



Lec 42 - The Concept of a Transaction

1. What is a transaction in a database, and why is it important?
Answer: A transaction in a database is a sequence of operations that are executed as a single 
unit of work. It is important for ensuring data consistency and integrity, especially in multi-user 
environments where multiple transactions may be executed simultaneously.

What are the ACID properties of a transaction?
Answer: The ACID properties of a transaction are Atomicity, Consistency, Isolation, and 
Durability. Atomicity ensures that a transaction must be all-or-nothing, leaving the database in a 
consistent state. Consistency ensures that the transaction must leave the database in a 
consistent state. Isolation ensures that the transaction must be isolated from other transactions. 
Durability ensures that the transaction must be durable even in the event of system failures.

Why is atomicity an important property of a transaction?
Answer: Atomicity is an important property of a transaction because it ensures that the 
transaction must complete successfully or be rolled back completely. This prevents incomplete 
transactions from leaving the database in an inconsistent state.

What does isolation mean in the context of transactions?
Answer: Isolation in the context of transactions means that the transaction must be isolated from 
other transactions to prevent interference and maintain data integrity.

How can a transaction ensure data consistency?
Answer: A transaction can ensure data consistency by making sure that all changes are made 
together as a single unit of work. This ensures that the database remains in a consistent state 
even if the transaction is interrupted or fails.

Why is durability an important property of a transaction?
Answer: Durability is an important property of a transaction because it ensures that the changes 
made by the transaction are permanently saved and can survive system failures.

What is a rollback in a transaction, and when is it used?
Answer: A rollback in a transaction is used when the transaction cannot be completed 
successfully. It means that all changes made by the transaction are undone, and the database 
is returned to its previous state.

What is a commit in a transaction, and when is it used?
Answer: A commit in a transaction is used when the transaction has been successfully 
completed. It means that all changes made by the transaction are permanently saved to the 
database.

How can transactions be used to maintain data integrity?
Answer: Transactions can be used to maintain data integrity by ensuring that changes to the 
database are made in a consistent and reliable way. This prevents incomplete transactions or 
conflicting changes from leaving the database in an inconsistent state.

What are some best practices for using transactions in a database?
Answer: Best practices for using transactions in a database include ensuring that each 
transaction is small and focused, using the appropriate isolation level, minimizing the time that a 



transaction holds locks, and properly handling errors and exceptions.



Lec 43 - Incremental Log with Deferred Updates

1. What is Incremental Log with Deferred Updates, and how does it differ from other 
database techniques?
Answer: Incremental Log with Deferred Updates is a technique used in database management 
systems to record changes to a database in a log file without immediately applying the changes 
to the database. It differs from other techniques, such as immediate updates, because it allows 
for faster transaction processing and reduces the overhead associated with managing the 
database.

What is a log file, and how is it used in Incremental Log with Deferred Updates?
Answer: A log file is a file that records all changes made to a database as they occur. In 
Incremental Log with Deferred Updates, the log file is used to keep track of changes to the 
database without immediately applying them to the database.

What is the primary benefit of Incremental Log with Deferred Updates, and how does it 
improve database performance?
Answer: The primary benefit of Incremental Log with Deferred Updates is improved efficiency 
and performance. This is achieved by reducing the time it takes to apply changes to the 
database, as well as reducing the overhead associated with managing the database.

What is the role of the transaction manager in Incremental Log with Deferred Updates?
Answer: The transaction manager is responsible for ensuring data consistency in Incremental 
Log with Deferred Updates. It manages the log file and ensures that changes are applied to the 
database in a consistent manner.

What are some potential disadvantages of Incremental Log with Deferred Updates, and 
how can they be mitigated?
Answer: One potential disadvantage of Incremental Log with Deferred Updates is the risk of 
data inconsistencies. This can be mitigated by carefully managing the log file and ensuring that 
changes are applied to the database in the correct order. Another potential disadvantage is 
increased complexity, which can be mitigated by using a well-designed database management 
system.

What are some situations where Incremental Log with Deferred Updates may not be 
appropriate?
Answer: Incremental Log with Deferred Updates may not be appropriate in situations where 
data consistency is of the utmost importance, such as in financial or healthcare systems. It may 
also not be appropriate in situations where the volume of transactions is low, as the benefits of 
the technique may not outweigh the overhead associated with managing the log file.

How does Incremental Log with Deferred Updates help to reduce the risk of data loss?
Answer: Incremental Log with Deferred Updates helps to reduce the risk of data loss by 
ensuring that changes to the database are recorded in a log file before being applied to the 
database. This allows for easy recovery in the event of system failures or other issues.

What is the relationship between Incremental Log with Deferred Updates and database 
indexing?
Answer: Incremental Log with Deferred Updates does not directly impact database indexing. 
However, it may indirectly improve indexing performance by reducing the time it takes to apply 



changes to the database.

What is the process for applying changes from a log file in Incremental Log with Deferred 
Updates?
Answer: Changes from a log file are applied to the database at a later time, after they have 
been recorded in the log file. The transaction manager is responsible for ensuring that changes 
are applied in the correct order to maintain data consistency.

How does Incremental Log with Deferred Updates help to improve database performance 
in large-scale systems?
Answer: Incremental Log with Deferred Updates helps to improve database performance in 
large-scale systems by reducing the time it takes to apply changes to the database and 
reducing the overhead associated with managing the database. This allows for faster 
transaction processing and improved efficiency.



Lec 44 - Uncommitted Update Problem

1. What is the Uncommitted Update Problem?
Answer: The Uncommitted Update Problem occurs when a transaction updates a database 
record but that update is not yet committed to the database.

What are the consequences of the Uncommitted Update Problem?
Answer: The consequences of the Uncommitted Update Problem include dirty reads, non-
repeatable reads, and phantom reads.

What is a dirty read?
Answer: A dirty read is when a transaction reads a record that has been updated but not yet 
committed.

What is a non-repeatable read?
Answer: A non-repeatable read is when a transaction reads the same record multiple times and 
gets different results due to another transaction updating or deleting the record.

What is a phantom read?
Answer: A phantom read is when a transaction reads a set of records multiple times and gets 
different results due to another transaction inserting or deleting records in the set.

How can the Uncommitted Update Problem be prevented?
Answer: The Uncommitted Update Problem can be prevented by using concurrency control 
mechanisms such as locking and timestamps.

What is transaction isolation level?
Answer: Transaction isolation level is a database feature that determines the degree to which 
transactions are isolated from each other.

What is the highest transaction isolation level?
Answer: The highest transaction isolation level is Serializable, which ensures that transactions 
are completely isolated from each other.

What is the lowest transaction isolation level?
Answer: The lowest transaction isolation level is Read Uncommitted, which provides the lowest 
degree of isolation and the highest risk of the Uncommitted Update Problem.

How can the risk of the Uncommitted Update Problem be reduced?
Answer: The risk of the Uncommitted Update Problem can be reduced by using a higher 
transaction isolation level, such as Repeatable Read or Serializable.



Lec 45 - Locking Idea

1. What is locking and how does it work in a database management system?
Answer: Locking is a mechanism used in a database management system to prevent 
concurrent access to shared resources by multiple transactions. It works by granting exclusive 
access to a resource to a transaction, and then releasing the lock when the transaction is 
complete.

What is the difference between shared and exclusive locks?
Answer: A shared lock allows multiple transactions to access a resource simultaneously for 
read-only purposes, while an exclusive lock allows only one transaction to access the resource 
for write purposes.

How can a deadlock occur in a locking mechanism?
Answer: A deadlock occurs when two or more transactions are waiting for each other to release 
the locks they are holding, resulting in a circular wait that cannot be resolved.

What is lock granularity and why is it important?
Answer: Lock granularity is the size of the resource that will be locked by a transaction. It is 
important to determine the appropriate level of granularity to ensure efficient use of resources 
and prevent excessive locking.

What is lock escalation and how does it work?
Answer: Lock escalation is the process of converting a large number of low-level locks into a 
smaller number of higher-level locks to reduce the overhead associated with managing locks. It 
works by releasing lower-level locks and acquiring higher-level locks when the number of locks 
held by a transaction exceeds a threshold.

What is a timeout in locking and how is it used?
Answer: A timeout is a mechanism used to release a lock after a specified time period to 
prevent a transaction from waiting indefinitely for a resource. It is used to ensure that 
transactions do not get stuck waiting for a resource that may never become available.

What is a lock manager and what is its role in a database management system?
Answer: A lock manager is a component of a database management system that manages the 
acquisition and release of locks. Its role is to ensure that transactions have access to the 
resources they need while preventing conflicts between transactions.

How does locking impact database performance?
Answer: Locking can impact database performance by introducing overhead associated with 
managing locks and waiting for resources. It is important to optimize locking to minimize the 
impact on performance.

What are some common locking strategies used in database management systems?
Answer: Some common locking strategies include optimistic locking, pessimistic locking, two-
phase locking, and multi-version concurrency control.

What are some best practices for implementing locking in a database management 
system?
Answer: Some best practices include minimizing the size and duration of locks, optimizing lock 



granularity, implementing lock escalation, using timeouts, and minimizing the number of 
conflicts between transactions.




